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Domain Name System 
 

DNS, or Domain Name System, is a crucial component of computer networks that 

translates human-readable domain names into IP addresses. It acts as a distributed 

database, providing a way to map easily memorable domain names (www.google.com) to 

the numerical IP addresses (such as 192.168.1.1) that computers use to identify each other 

on a network. 

 

Here are key aspects of DNS in computer networks: 

 

1. Domain Name Structure: 

   - Domain Names: Human-readable names, organized in a hierarchical structure. For 

example, www.example.com consists of subdomains (www), the domain name (google), 

and the top-level domain (com). 

   - Top-Level Domains (TLDs):The highest level in the domain hierarchy, such as .com, 

.org, .net, and country-code TLDs like .us or .uk. 

 

2. DNS Resolution Process: 

   - Query:When a user enters a domain name in a web browser, the system initiates a DNS 

query to find the corresponding IP address. 

   - Local DNS Resolver: The query is first sent to a local DNS resolver (often provided by 

the ISP or a local network). 

   - Recursive Query: If the local resolver doesn't have the information, it performs a 

recursive query to find the IP address, traversing the DNS hierarchy. 

 

3.DNS Hierarchy: 

   - Root DNS Servers: The top-level of the DNS hierarchy. There are 13 root DNS servers 

worldwide. 

   - Top-Level Domain (TLD) Servers: Responsible for top-level domains like .com, .org, 

etc. 

   - Authoritative DNS Servers:Hold specific domain information. For example, 

example.com's authoritative server stores the IP address associated with www.google.com. 

 

4.DNS Records: 

   - A Record (Address Record):Associates a domain with an IP address. 

   - CNAME (Canonical Name): Provides an alias for one domain to another (e.g., www 

and webmail can both point to the same IP address). 

   - MX Record (Mail Exchange): Specifies mail servers responsible for receiving email on 

behalf of a domain. 
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5.DNS Cache: 

   - Local DNS Cache:Resolvers cache DNS responses to improve efficiency. Cached 

records have a time-to-live (TTL) indicating how long the information is considered valid. 

 

6.DNS Security: 

   - DNSSEC (DNS Security Extensions):A suite of extensions to DNS designed to add an 

additional layer of security by signing DNS data with cryptographic signatures. 

 

7.Dynamic DNS: 

   - Purpose: Allows dynamic IP addresses assigned by ISPs to be associated with a static 

domain name. Commonly used for remote access, gaming, or hosting services. 

 

8.Forward and Reverse DNS Lookup: 

   - Forward Lookup:Resolving a domain name to find its associated IP address. 

   - Reverse Lookup: Resolving an IP address to find the associated domain name (used in 

logging and security measures). 

 

9.Anycast DNS: 

   - Purpose: Anycast is a network addressing and routing methodology where data is sent 

to the nearest DNS server among a group of potential servers. 

 

DNS plays a critical role in the functionality and accessibility of the internet. It's an 

integral part of web browsing, email delivery, and various other networked services, 

ensuring that users can access resources using easy-to-remember domain names rather than 

numerical IP addresses. 

 

 


