
INTRODUCTION TO BITCOIN: 

 
 

Bitcoin is the first application of the blockchain technology.Bitcoin has started a revolution with the introduction 

of the very first fully decentralized digital currency, and one that has proven to be extremely secure and stable. 

This has also sparked a great interest in academic and industrial research and introduced many new research 

areas. 

 
Since its introduction in 2008, bitcoin has gained much popularity and is currently the most successful digital 

currency in the world with billions of dollars invested in it. It is built on decades of research in the field of 

cryptography, digital cash, and distributed computing. In the following section, a brief history is presented in 

order to provide the background required to understand the foundations behind the invention of bitcoin. 

 
Bitcoin: A Peer-to-Peer Electronic Cash System was written by Satoshi Nakamoto. The first key idea introduce 

was that purely peer-to-peer electronic cash that does need an intermediary bank to transfer payments between 

peers. 

Bitcoin is built on decades of cryptographic research such as the research in Merkle trees, hash functions, public 

key cryptography, and digital signatures. Moreover, ideas such as BitGold, b-money, hashcash, and 

cryptographic time stamping provided the foundations for bitcoin invention. All these technologies are cleverly 

combined in bitcoin to create the world's first decentralized currency. 

 
Bitcoin can be defined in various ways: it's a protocol, a digital currency, and a platform. It is a combination of 

peer-to-peer network, protocols, and software that facilitate the creation and usage of the digital currency named 

bitcoin. Note that Bitcoin with a capital B is used to refer to the Bitcoin protocol, whereas bitcoin with a 

lowercase b is used to refer to bitcoin, the currency. Nodes in this peer-to-peer network talk to each other using 

the Bitcoin protocol. 

 
Decentralization of currency was made possible for the first time with the invention of bitcoin. Moreover, the 

 
 



double spending problem was solved in an elegant and ingenious way in bitcoin. Double spending problem arises 

when, for example, a user sends coins to two different users at the same time and they are verified independently 

as valid transactions. 

 

 
Bitcoin Working Mechanism: 

 
When you send an email to another person, you just type an email address and can communicate directly to that 

person. It is the same thing when you send an instant message. This type of communication between two parties 

is commonly known as Peer-to-Peer communication. 

 

Whenever you want to transfer money to someone over the internet, you need to use a service of third-party such 

as banks, a credit card, a PayPal, or some other type of money transfer services. The reason for using third-party 

is to ensure that you are transferring that money. In other words, you need to be able to verify that both parties 

have done what they need to do in real exchange. 

 

For example, Suppose you click on a photo that you want to send it to another person, so you can simply attach 

that photo to an email, type the receiver email address and send it. The other person will receive the photo, and 

you think it would end, but it is not. Now, we have two copies of photo, one is a simple email, and another is an 

original file which is still on my computer. Here, we send the copy of the file of the photo, not the original file.  

This issue is commonly known as the double-spend problem. 

 

 
The double-spend problem provides a challenge to determine whether a transaction is real or not. How you can 

send a bitcoin to someone over the internet without needing a bank or some other institution to certify the 

transfer took place. The answer arises in a global network of thousands of computers called a Bitcoin Network 

and a special type of decentralized laser technology called blockchain. 
 



Transactions & Structure: 

 
Transactions are at the core of the bitcoin ecosystem. Transactions can be as 

simple as just sending some bitcoins to a bitcoin address, or it can be quite 

complex depending on the requirements. Each transaction is composed of at 

least one input and output. 

Inputs can be thought of as coins being spent that have been created in a 

previous transaction and outputs as coins being created. If a transaction is 

minting new coins, then there is no input and therefore no signature is needed. 

If a transaction is to sends coins to some other user (a bitcoin address), then it 

needs to be signed by the sender with their private key and a reference is also 

required to the previous transaction in order to show the origin of the coins. 

Coins are, in fact, unspent transaction outputs represented in Satoshis. 

Transactions are not encrypted and are publicly visible in the blockchain. 

Blocks are made up of transactions and these can be viewed using any online 

blockchain explorer. 

The transaction life cycle 

1. A user/sender sends a transaction using wallet software or some other interface. 

2. The wallet software signs the transaction using the sender's private key. 

3. The transaction is broadcasted to the Bitcoin network using a flooding 

algorithm. 

4. Mining nodes include this transaction in the next block to be mined. 

5. Mining starts once a miner who solves the Proof of Work problem 

broadcasts the newly mined block to the network. 

6. The nodes verify the block and propagate the block further, and confirmation 

starts to generate. 

7. Finally, the confirmations start to appear in the receiver's wallet and after 

approximately six confirmations, the transaction is considered finalized and 

confirmed. However, six is just a recommended number, the transaction can 

be considered final even after the first confirmation. The key idea behind 

waiting for six confirmations is that the probability of double spending is 

virtually eliminated after six confirmations. 
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