parents' permission.

6 Use hard-to-guess
and keep them secret—-even
from your friends.

7 Refuse to pass along
cyberbullying

11 Eighty percent of teens
cyberbully because they
think it is

12 Filesharing could be used
by others to infect your
computer with a or
to look at the files on your
computer.

13 The Crime Dog®
urges you to be cybersmart
and stay cybersafe.

14 If you open a suspicious
email by , don't click
on the links or download the
files that came with it.

15 Never agree to meet face-
to-face with someone
you've met without
discussing it with your
parents first.

17 Don't pass along joke
emails or chain letters, as
they may contain

20 If you encounter someone
online who is unpleasant or
hostile, log off any contact
with someone is unpleasant
or hostile, log off

21 ltis important for you to
understand the you
could encounter on the
Internet and how to avoid
them.

24 Never give out your name,
address, telephone number,
password, school name,
parents' names, pictures of
yourself, credit card
numbers, Social Security
number, or any other
personal to others
online.

26 Don't share access to your
computer with

28 Be careful when
files or shopping online.
Use trusted sites only.

29 Nearly 20 percent of teens
had a cyberbully to
be someone else in order to
trick them online and get
them to reveal personal

information.
32 Teach other teens about
keeping on the

Internet.

33 Nevertrytoseek __
on a cyberbully. Don't do to
her what she did to you.

34 Don't open an from
someone you don't know. It
may contain a virus.

35 If you receive offensive
material or threatening
emails, the
offensive material, tell your
parents, and contact your
Internet service provider
and your local law
enforcement agency.

36 Always follow your school's

and policies about
Internet use.
38 Never say anything in a
room that you
wouldn't say in public.



