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hashas defineddefined thethe specificationsspecifications

1111,, whichwhich coverscovers thethe physicalphysical

A BSS without an AP is called an ad

a BSS with an AP is called an

specificationsspecifications forfor aa wirelesswireless LAN,LAN, calledcalled

physicalphysical andand datadata linklink layerslayers..

A BSS without an AP is called an ad hoc network;

a BSS with an AP is called an infrastructure network.





Extended service sets (ESSs)Extended service sets (ESSs)



MAC layers in IEEE 802.11 standardMAC layers in IEEE 802.11 standard



CSMA/CA flowchartCSMA/CA flowchart



CSMA/CA and NAVCSMA/CA and NAV





Frame formatFrame format



Subfields in FC fieldSubfields in FC field



Control framesControl frames





Addressing mechanismsAddressing mechanisms



Hidden station problem

The CTS frame in CSMA/CA handshake can prevent collision from The CTS frame in CSMA/CA handshake can prevent collision from 
a hidden station.
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Use of handshaking to prevent hidden station 
problem

Use of handshaking to prevent hidden station 
problem



Exposed station problemExposed station problem



Physical layersPhysical layers



A network with and without a bridgeA network with and without a bridge



In wireless ad-hoc network _________
a) access point is not required
b) access point is must
c) nodes are not requiredc) nodes are not required
d) all nodes are access points
Which multiple access technique is used by IEEE 802.11 standard for wireless 
LAN?
a) CDMA
b) CSMA/CA
c) ALOHA

CSMA/CD
What is Wired Equivalent Privacy (WEP)?What is Wired Equivalent Privacy (WEP)?
a) security algorithm for ethernet
b) security algorithm for wireless networks
c) security algorithm for usb communication
d) security algorithm for emails

Which multiple access technique is used by IEEE 802.11 standard for wireless 

What is Wired Equivalent Privacy (WEP)?What is Wired Equivalent Privacy (WEP)?

b) security algorithm for wireless networks
communication




