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&2 Modular Arithemetic
Congruence

In cryptography congruence(=) instead of equlity(=)

Examples:

15 = 3(mod 12)
23 = 11(mod 12)
33 = 3(mod 10)
10 = -2(mod 12)

So, a=b(mod m)
lLea= km+Db
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VALID OR INVALID

38 = 2 ( mod 12)
38 = 14 (mod 12)
5=0(mod5)

10 = 2(mod 6)

13 = 3 (mod 13)
2 = -3 (mod 5)
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One more Analogy

NO of wraps Remaining Thread Congruence
(Quotient) (Remainder)

35 = 25 (mod 1)

2 15 35 = 15 (mod 2)

3 5 35 =5 (mod 3)
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Properties Of Modular Arithemetic

1.[(amodn)+(bmod n)Jmodn=(a+b)modn
2.[(amodn)- (bmod n)]modn=(a-b)modn
3.[(amodn)*(bmod n)]modn=(a*b)modn




